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Education
[Mehmet Akif School] [Lipjan, Kosovo]
[High School diploma in Science [Senior] [2022-Present]

GPA: [4.7/5.0 above Average]
All lessons provided in English

[American Advising Center (AAC) ] [Prishtina, Kosovo]
I've been a part of the American Advising Center, which helped me study for TOEFL, [Online- Google Meets]
English essays, and other related areas. As a CPC member, we've been to a few places, [2023-Present]

participated in activities, but mostly focused on boosting my knowledge.

Experience

[Bug Bounty Hunting]

[Platforms: HackerOne, Intigriti]

¢ ldentified vulnerabilities such as CORS, XSS, SQLi, Host Header Injections, Directory Traversal, JS APl Tokens,
IDOR, Technology Discovery, and Origin IP behind WAF etc. |'ve completed modules on HackTheBox,
TryHackMe, to help me boost my web reconnaissance knowledge and participated in a HackTheBox CTF.

e Using tools like Burp Suite, Nmap, FFUF, and Nuclei and much more to identify vulnerabilities.

[Volunteer Work] [Prishtina, Kosovo]
[OJQ Toka] [2020-2023]
 Volunteered for one year, gaining hands-on experience in team collaborations.

* Worked on multiple projects, contributing to various team goals and outcomes.

e Participated in a five-day camp that significantly enhanced my teamwork skills.

e During the camp, collaborated on projects and tasks, improving both leadership and communication abilities.

Achievements

[Web Design] [January 2024]
e Secured Ist place in ASEF for the Computer Science Category, in Web Design out of 70 projects.

e The project involved Web Design with HTML (HyperText Markup Language), CSS (Cascading Style Sheets),

and JS (JavaScript), Incorporated Bootstrap, a CSS framework, along with JS components for interactive
features like modals, carousels, and dropdowns.

Certificate

[cyber Security Professional -ICTKosovoGrowth] [October 2024-January 2025]
* Proficiency in Footprinting, Network Scanning, and Enumeration techniques.

* Knowledge of Vulnerability assessment and using Information gathering tools for security analysis.

e Hands-on experience with SHODAN and DVWA to understand real-world vulnerabilities and exploit

scenarios.

Skills

Web Reconnaissance : [BurpSuite, WireShark,Nmap, GitHub Terminal Tools |

Exploit: [Metasploit, Msfvenom]

CTF related [Tryhackme, Natas, Bandits-OvertheWire]

Web Fundamentals: [HTML, CSS, JS], [DNS, HTTP, Protocols, Requests and Responses, Crawling etc.]
Practice Frameworks: [DVWA, OWASP, METASPLOITABLE 2]
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